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ABSTRACT

The ring topology is a popular one used in high speed
network. It has been considered for IEEE 802.5 token
ring, for the fiber distributed data interface (FDDI) token
ring, for the synchronous optical network (SONET), and
for asynchronous transfer mode (ATM) networks. The
ring network has widely used in current distributed
system design. In this paper we are interested in DCS
with ring topologies. We propose polynomial-time
algorithms to analyze the distributed program reliability
of dual ring topology and show that solving the DPR on
a ring of trees topology is NP-hard.

1. INTRODUCTION

Distributed Computing System (DCS) has become very
popular for its fault-tolerance, potential for parallel
processing, and better reliability performance. One of the
important issues in the design of the DCS is the
reliability performance. Distributed program reliability is
address to obtain this reliability measure.

An efficient network topology is quite important for the
distributed computing system. The ring topology is a
popular one used in high speed network. The counter
rotating dual ring is the most popular topology of ring
that has been considered for IEEE 802.5 token ring,
subsequently for the fiber distributed data interface
(FDDI) token ring, and recently for the synchronous
optical network (SONET), and for asynchronous transfer
mode (ATM) networks [1]. Thus, a distributed
computing system design in ring network will be a
common choice.

In ring network, we will consider two topologies. One is
counter rotating dual ring and the other is ring of tree
topology. The topology consists of several trees hanging
from a ring. This is the so-called ring of tree topology.
The ring of tree topology consists of (1) a tree of wiring
concentrators and terminal stations, and (2) a counter-
rotating dual ring [2,3].

In a distributed computing system (DCS), a program
usually needs data files on other stations in order to
complete its mission. There are two reliability cases can
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be discussed in a distributed computing system based on

the way of data files distribution.

1) No replicated data files and programs: in this case,
we consider that only one copy of each data file or
program is allowed in the DCS.

2) Replicated data files and programs: in this case, we
consider that two or more same data files and
programs can exist in the DCS.

In this paper we propose polynomial-time algorithms to
analyze the DPR of dual ring topology and show that
solving the DPR on a ring of tree topology is NP-hard. In
section 2 the definitions and notation are given for this
paper. In section 3 we focus on ring network with no
replicated data files and programs. The DPR analysis on
ring networks with replicated data files and programs is
in section 4. Finally, summary and concluding remarks
are given.

2. DEFINITIONS AND NOTATION

2.1 Definitions

FST Files Spanning Tree (FST) is a spanning tree
that connects a station that runs the program
under consideration to other stations such
that this spanning tree holds all the files
needed for the program under consideration

Minimal Files Spanning Tree (MFST) is a
FST such that there exists no other FST

which is subset (_)f it

MFST

2.2 Notation

C-R Counter-Rotating ring network

k the number of files that a program needs
from other nodes

R{,® the reliability of C-R for k files attimet

I y The node number, from clockwise
orientation based on the receiving node, that
contains the files required for the computed

. program.
q the probability of failure for link and node
P l-q
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Sg(x,,x,) No failed links and nodes from node %; to
X, clockwise exclude node X; and X; in
the ring network

Sglx,x,] No failed links and nodes from node X; to

X; clockwise in the ring network
D=(V,E, F) an undirected Distributed Computing
System (DCS) graph with vertex set V,
edge set E and data files F .
FA; set of files available at node .

H subset of files of F, i.e., H C F, and H
contains the programs to be executed and
all needed files for the execution of these
programs

the DPR of D with a set H of needed files:
Pr{all files in H can be accessed
successfully by the executed programs in

R{Dy)

3. THE DISTRIBUTED PROGRAM
RELIABILITY ANALYSIS WITH NO
REPLICATED DATA FILES AND
PROGRAMS

In a distributed computing system (DCS), a program
usually needs data files on other stations in order to
complete its mission. In {4], Kumar gives the definition
of Distributed Program Reliability (DPR) and formulates

the DPRas ppp Pr{_ MFST}
Where MFST is a Minimal Files Spanning Trees.

It should be noted that reliability algorithms presented in
[4-7] for the DPR analysis are for general network
topologies and the complexity of these algorithms is very
high, in general, it has been proved to be NP-hard [8-9].
Futhermore, for considering data files access time in
DPR evaluation, these algorithms can not be used
directly.  Also, these reliability algorithms are not
designed specifically for ring networks. Thus, in the
following sections, we propose efficient polynomial
time reliability algorithms for DPR analysis under ring
networks. There are two reliability cases can be
discussed in a distributed computing system based on the
way of their data files distribution.

1) No replicated data files and programs: in this case,
we consider that only one copy of each data file or
program is allowed in the DCS.

2) Replicated data files and programs: in this case, we
consider that two or more same data files and
programs can exist in the DCS.

3.1 No Replicated Data files and No Replicated
Programs

In this case, we consider that only one copy of each data
file or program is allowed in the DCS. We use three
implementation of ring network to analyze the reliability.
The three topologies are 1) Counter-Rotating dual ring,
2) a tree of concentrator, 3) Counter-Rotating dual ring
of concentrator trees.

3.2 Counter-Rotating Dual Ring (C-R Dual
Ring)

In discussing the reliability derivation, we first number
the receiving node as N and other nodes from 1 to N-1
clockwise as shown in Figure 1.

Figure 1. An example of k data files needed for N-station
ring network

Let the total number of nodes which contain the data
files for some program is k. In other words, there are k
number of nodes that contain data files required for some
programs in the C-R network. Suppose that program P,
needs data files F1, F2, F3, and Fy, then the sending

nodesare X,,X,, X; and X, _, ; the receiving node is
X, - In a clockwise direction from node x v data file
F3 in node X, is the first needed data file. So =2
Similarly, data file F2 in node x, is the second needed
data file. Thus, i2 =4, Likewise F{ in node Xy_y is the
last needed data file, and i, =N-2.

Lemma 1: When there are no failed links and no failed
nodes from node X; to x, clockwise in the C-R
network and assumming that each node and link has
reliability P, and P, respectively, the reliability of no
failed links and no failed nodes from node X, 0 Xy

clockwise in the C-R network is
Pr{ Sg [x,-l ,xN]} - PXN—ilHI)eN-il

Fig.2 Snapshot 1 of
Figure 1 (S,[x.x,1)

Fig.3 Snapshot 2 of
Figure 1 (S;[%.x,1)

Proof: This lemma can easily be proved by using the
Figure 2. From the Figure 2, it is clear that the first node
that contains the data files required for some program is

X, ,with node number i, =2. which denoted as X, . Based
on the condition that starting from this node there are no

failed nodes and links to node Xy, we can easily to see
that there are N- i+ 1 good nodes and N- j, good links.
Thus the reliability of no failed links and nodes from

node ¥i to ¥y clockwise in the C-R network is

-142-



Pr{S [x,,xy1} = PxN_i'HFLN_,]
Lemma 2: When there are no failed links and no failed
nodes from node Xi, to X;, clockwise in the ring

network and assumming that each node and link has
reliability P, and P. respectively, the reliability of no
failed links and no failed nodes from node X, to x,

clockwise in the ring network is
N—iy+i+l  N-iy+j
Pr{Sg[xi,axi, I=p " p

€
Proof: In the same manner as we discussed in the proof
of lemma 1, we can easily obtain this equation using

Figure 3. The only difference is that starting node is x;
with node number i, =4 and the terminal node is x, with

node number j; =2 in this case.
Corollary 1:

N—igrig g+l N—ig+iy_)
Pr{deij’xi;J B —px pe and

Pr{Sglxy,x, 1} = pi"' pi

Proof: These equations can be obtained for the same
reasons as stated in lemma 1 and 2.

Theorem 1: The DPR for the no replicated data files and

no replicated programs in the C-R network is

Rc‘:-ﬂ =

N+t pN= Nenen vl p Nty Netybi, 41 p Nty 41, nt pi, N pN
PN pYn g pNonsl pNhin 4 g g 0 g pHTUTItI pYutuay puttph _ gpF P

Proof: Let Pr{4/l} be the probability that all nodes and
links are operational, then we have

Pr{dlly = P*P¥
We have discussed various transmission cases and
derived their reliability equations in lemma 1, lemma 2,
and corollary 1. Based on these equations, we can
easily to see that
R g =Pr{S,[x, . xy]US,lx, 5 ] Voee US,[x, %, ]
U S, [xy,x, 1}

FPr( S, [x, 2y JU(Splx x TV e e WS Ix, L x, TU S [xy.x, D}
= Pr{S,[x, . xy ]} T Pr{ S,[x, %, 1V ** US,[x, %, ]
w S, [xy,x, 1}~ Pr{dil}

= PIRUET R Pe( S, I, x, T U(e e e US,[x, x, 1O S, [x,x, D}
Pridlly =ese
= pN-hel pN-h | pN-heht pN-bviy L o g q . pN-htia. ¥l pN-hei | ph+l pi _ 1 DN DN

Example 1: A distributed computing system with 2
unique programs and 5 unique data files distributed in a
10 processors C-R network as shown in Fig. 4.

Figure 4. An example for 10 stations

In example 1, let P, =1, p. = 0.9 and let P1 need
data files F1, F3, and F5 to complete execution.
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Let N=10, since there are ten stations in this ring
network. We number these nodes as shown in Figure 4.
Note that we first number the node containing P1 as
Xy =Xy
direction.
i, =2, since F1 is on node X, i, =5 since F3 is on node

, the remainder from 1 to 9 in a clockwise

Xs and i =8, since F5 is on node x;. There are three
sending nodes, so k=3.
Pr{ S,[x, . %01} = Pr{ 8,[x;,x,, 1= (1’ (0.9)° = (0.9)"
Pr{ S,[x,,x 1} = Pr{ S [x;,x,]} = (1)8 (0-9)7= (0~9)7
Pr{ 5[z, %, 1} = Pr{ S, [x, %1} = (1)° (0.9)= (0.9
Pr{ 8,[x0,%, 1} = Pr(S, [x,, 5,1} = (1)’ (0.9)° = (0.9)
Pr{dlly = PY P¥=(1)"°(0.9)"°= (0.9)"°
Then the reliability of P1 is computed as
Re_x = Pe{ 8, [x,,%,]U S,[x,,x, U S,0x,.%, 10 S,[x,,%,1}
=(0.9)® + (0.9)" + (0.9)"+ (0.9)*- 3(0.9)'° = 0.7714929

The above analysis is for a fixed distribution of data
files. That is, the distribution of data files is given, and
we use it to compute the DPR. Suppose that we have
exponential distributed mean value for data files
distribution, then the equations formulated in lemma 1,
lemma 2, and corollary 1, can be written as

Pr{S,[x, ,x, ]} =g Vit gmtVods

Pr{ Sx[x,-z ’xi‘ ]} - e—(N—i,ﬂ,H)/l,l ‘e—(N—izﬂl)/l,l

Pr{S.[x x ]}= Vit DA | (Vi)
gLy 27,

Tyy

Pr{S,[xy,x, 1} =e @4 g and priqmy = PY PN

With these new equations, the reliability equation
presented in Theorem 1 for no replicated data files and
no replicated programs in the C-R network can be
written as

Re_g = Pr{ S, [x,, %y ] U S,[x, %, ] Ve e e US,[x, %, ]
© S[xy,x, 1}

;i N
e~ W=t DAg =(N-ipdt |
1 H=k Noks o Je W haDA | —(Nhsi)dg
=T Xt Xl
4 Q=] dymig+] iy =g+l
e—(N—i,val)A,l .e—(N—i,w‘,_,)l,/ +
e‘(i,d-l)/t,l 'e-i,z,/ _
ke-N).,r _e—NA,/
-

N
and the mean time to failure is
[ REr0)ar

3.3 Tree of Concentrator

In order to reduce the size of graph and therefore reduce
the state space of the associated reliability problem,
reliability-preserving reductions can be applied. The
following reductions are designed and developed to
speed up the reliability evaluation [8,15]. ‘
» degree-1 reduction: Degree-1 reduction removes
1)degree-1 nodes which contain none of needed data

files and programs under consideration and 2)their
incident edges.

« series reduction: Let eg=(u, v) and ep=(v, w) be two
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series edges in a DCS graph D such that degree(v)=2
and FAy N H=(, i.e., node v contains no required data
files or programs to be executed. Then a DCS graph D’
is obtained by replacing e; and ep with a single edge
ec=(u, w) such that pe =pe *py*pep,.

*» degree-2 reduction: Suppose node v is a reducible
node; then one can apply series reduction on node v
and move data files and programs within node v to one
of its adjacent nodes u or w.

» parallel reduction: Let e;=(u, v) and ep=(u, v) be two
parallel edges in D. D' is obtained by replacing e, and
ep with a single edge e,~(u, v) such that Pe~1-

Geg*dep (OF Pe .= PegtPep-Pey*Pep)- -

Based on these reliability-preserving reduction, an

algorithm to compute the DPR, Ry , of tree of

concentrator - with no replicated data files and no
replicated programs is described as follows:

Algorithm TOC (Tree_of Concentrator )

1. Do reductions as possible as one can on the current
graph to reduce the space of the graph.

2. Apply Algorithm Connected_Components to every
interested tree j of concentrator to get V.Component of
tree j.

3. For every interested tree j ,

Link_of_ treej;= V.Component of tree j- 1

4. Tree reliability Ry is [T ( P )-"™-of-o¢
J

Algorithm Connected_Components (D)
Input: D=(V,E)
output: V.Component is set to the number of the
component containing V , for every vertex V.
begin
Component_Number:=1;
While there is an unmarked vertex V do
" Depth_First Search(D,V);
( Using the following prework :
V.Component : = Component_Number ;)
Component_Number : = Component Number + 1
end ;

We use an example to illustrate how to derive tree
reliability.

Example 2 : A distributed computing system with three
unique programs and six unique data files distributed in a
ten processors C-R network as shown in Fig. 5. Let
p. =1, p. =09 and let P1 need data files F, F3, and

F5 to complete execution.

Fig. 5 an example for tree Fig. 6 snapshot of Fig. 5

of concentrator

The analysis steps of the algorithm TOC is:
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1. Do reduction as possible as one can on the current
graph --- we get snapshot of Fig.6.

2. Apply Algorithm Connected_Components to get
V.Component of tree j.

3. We get X5 tree: V.Component = 2 and
link _of tree=2-1=1
X2 ,X8,and X10 tree : V.Component =2 and
link_of_tree=2-1=1

4. Tree Reliability Rt=(0.9)(0.9)(0.9)(0.9)=0.6561

3.4 Ring of Trees

A ring of tree topology combines a dual ring with
attached trees connected to root station concentrator in
the dual ring. In a ring of tree with N terminal stations
connected to M stations in the C-R dual ring there are at
most M trees attached to the dual ring at root
concentrator. Suppose the K stations of interest are
located in X distinct trees, X <M. If all K stations of
interest are located in the same tree and share a common
root concentrator in the dual ring, then computing the
DPR on ring of tree, Ryy, is the same as computing Ry
for a single tree. otherwise, compute Rgr as following
step:
Step 1: for each tree j , 1<j<X , compute the
reliability of each tree j and get Ry =[] (‘the
J

reliability of each tree j )

Step 2: compute X-reliability R;_, for the X root

concentrators of interest in the dual ring.
step 3: combine the results of steps 1 and 2 to obtain
Rer=( Ré_ 2} (Rr)
We use example 3 to illustrate it.
Example 3: A distributed computing system with 3
unique programs and 6 unique data files distributed in a
10 processors C-R network as shown in Fig. 5. Let
P. =1, p.=0.9, and let P1 need data files F, F3, and
F35 to complete execution.
From the results of example 1 and example 2, we can get
R;_ and Ry Then

Rerr=( R;_,) (Rr)=(0.7714929) (0.6561)=0.5061764

4 THE DISTRIBUTED PROGRAM
RELIABILITY ANALYSIS WITH
REPLICATED DATA FILES AND
REPLICATED PROGRAMS

In a DCS, there are frequently duplicated data files and
programs, such as in data base systems. Hence we will
focus on ring networks with replicated data files and
programs in this section. When we analyze the DPR of
dual ring, we can first factor the dual ring to be a path
network. Then apply the result of path network to the
dual ring network. In the ring of tree topology, we can’t
simply cut the topology into two parts as shown in
section 3. We will show that computing DPR on a ring
of tree topology is NP-hard.

4.1 A Polynomial Time Algorithm for Computing
DPR Over a DCS with a Linear Structure



Now, we consider a DCS with a linear structure D=(V, E,
F) with |E[=n edges in which an alternation sequence of
distinct nodes and edges (v, e}, vy, €2, ..., Vu-1, €n, Vi)
is given. For lgicn, let

I; the FST which starts at edge e; and has the minimal

length
S; the event that all edges in J; are working

Qi = Ha,,gdgcl <, »; be the probability that S; occurs

E; the event that there exists an operating event Sj
between edges e; and ¢;

gi the number of /; which lies between e; and e;

x; state of edge e; ; x/=0 if edge ¢; fails ; else x/~=

A the complement of event 4.

It is easy to see the DPR of a DCS with a linear
structure D with |E|=n edges, R(D]), can be state as

Pr(Ey). The following theorem provides a recursive
method for computing the DPR of a linear DCS, Pr{Ep,).
Theorem 2:
s,

Pr(En) = Pr(En-1) + Z [(A-Pr(Ei-2))* q., * Qi]

i=g,+1
with the boundary conditions pyg)= o, g=0, and p=0,
fori<O.
Proof. See reference [8].
Before applying the Theorem 2, we use the following
procedure, COMGQ), to compute the values of g, and O,
for | < i < n, for a given linear DCS with |E|j=n edges.

Procedure COMGQ
// this procedure computes the values of g, and Q;, for 1< i < n./

//h (head) and ¢ (tail) are two indexes moving among nodes. NF;

is the total number of files i//
// between nodes v, and v, If there exists a FST between nodes

v, and v, then flag=true //
/l else flag= false I/
begin
for 2< i< ndo Q; ( (repeat  // initialize //

// initialize //
// initialize //

PoeQre1

he=0; 11

for each file ie F do // initialize //
if filei €FA, then NFj<1

else NF; <0

endif
repeat

whilet<ndo
for each file i € FA; do NF; « NF;+1 repeat
s QP
Slag ¢~ true
while flag do
for each file i € H do // check if there exists a FST
between //
if NF; =0 then flag « false endif //modes vy
and vt /
repeat
if flag then
for each file i € FA, do NF} « NFj-1 repeat
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h o h+1

Q;,;/ <« Q;,/p;,
endif
repeat

g« h
tettl
repeat
for 1 < i < ndo output(g;, O;) repeat
end COMGQ

Now, using the procedure COMGQ and Theorem 2, we
are able to provide an algorithm for computing the
reliability of a DCS with a linear structure.

Algorithm Reliability Linear DCS(D)

// Given a DCS with a linear structure D=(V, E, F) with-
|El=n and a specified set of files H ,//

// this algorithm returns the DPR of D //

Step 1. Call COMGQ to compute the values of g, and

0i,1<i<n.
Step 2: Evaluate Pr(Ey), recursively using Theorem 2.
Step 3: Return (Pr(Ep)).
end Reliability Linear_DCS

Complexity of the algorithm

For step 1, the computational complexity of the
procedure COMGQ is O(|E}|F]), where |E}=n and
|Fl 2 max((maxy(FA;), H)), since the value of A in the
inner while_loop is monotonously increasing and doesn't
exceed the value of ¢, that is, the index of the outer
while_loop. For step 2, by Theorem 2, PH(E;) can be

computed in O(g-g, ,+1). Since there are n such Pr(E))'s
to compute, we need another 0(2 (gi-gi1+ 1) = O(n*gn-go)

= O(n=O(IEY), Therefore the algorithm

Reliability Linear DCS takes O(E|F)+O(E)=0(E|F)
time to compute the reliability of a DCS with a linear
structure system.

Vo v V2 V3 V4 Vs
el‘ 82 e o e¢es

Program fi needs data files f, f;, and f; for its execution.
Figure 7. A DCS with a linear structure

Example 4:

Consider the linear DCS D—(V E, F) shown in Figure 7.
We have V={v,, v, v, vy, v, vi}, E={e,, e, €, €, €5}
and F={f,, f,, f,, f4}. Let H {fl, f» 1, £} Applying the
algorithm Reliability_Linear DCS, we get

Step I:
g,=0,  //boundary condition //
&=l g=p 1
&L Q7=p,psp,
&=L O=p,p,
g4=3, Q4=p4p5,
g~4andQ=0.  // I does not exist//
Step 2:

Pr(Ey) =Pr(Ey) =Pr(E3}=q00) = py

PHEy) = Pr(E3)+(1-Pr(Eg))q,Q2+(1-PHE]))q,03
=ptq pzp,p;*q, q,P;p,

Pr(E5) = PrEH+(1-Pr(E2))q,04
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=P*q,P:Ps P9, 9,P3P,9,9,P,Ps

4.2 A Polynomial Time Algorithm for Computing
DPR Over a Dual Ring Network

A circular DCS is a DCS with a circular communication
link. Each node connects two conjoining edges with two
neighboring nodes. Suppose D=(V, E, F) be a DCS with
a circular structure. By factoring theorem, the DPR of D
can be given as

R(DH = PeR((D+e)H)+qeR((D'e)H): (Eq 1)
where
e is an arbitrary edge of D,
. P, is the reliability of edge e,
qe = 1'p¢3

D+e is the DCS D with edge e =(u,v) contracted so
that nodes u and v are merged into a single node
and this new merged node contains all data files
that previously were in nodes # and v, and

D-e  isthe DCS D with edge e deleted.

Since D-e¢ is a DCS with a linear structure with |E]-1
edges, its reliability can be computed by the algorithm
Reliability Linear DCS in O(|£||F]) time. Note that D+e
remains a DCS with a circular structure with |E}-1 edges.
We then apply the same analysis to D+e. Recursively
applying equation (Eq. 1), the circular DCS D with |E|
edges can be decomposed into, in the worst case, |E]|
linear DCSs. So, we have a O([E|2|ﬂ) time algorithm for
computing the reliability of a DCS with a circular
structure.

Algorithm Reliability_Circular_DCS(D)

/I Given a DCS with a circular structure D=(V, E, F) and a
specified set of files H, //

// this algorithm returns the DPR of D //

Step 1: If there exists one node in V' that holds all data files in
H then return (1).

Step 2. Select an arbitrary edge e of D.

Step 3: R, <—Reliability Linear DCS(D-e).

Step 4: R, <—Reliability_Circular_DCS(D+e).

Step 5: Return ( p xR, +q +R,).

end Reliability_Circular_DCS

Example 5: Consider the DCS with a circular topology

shown in Figure 8. This is a simply the DCS shown in
Figure 7 with one edge ¢, added between nodes V, and

Program fneeds data files /i, f3,and fiforits
execution.

Figure 8. A DCS with a ring structure
Applying algorithm Reliability_Circular_DCS, we have
R(Du)=qeR((D-€6)n) + peR((D+ee)n)
= gsR((D-e6)n) + pe{qsRUD +eg-es)u)yrpsR((Dreg+es)y)}
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Since there exists one node in D+e+e, that holds all files
in H, we have R((D+e t+e)),)=1. From example 4, it is
easy to see that R((D-e),)=Pr(E;) and R((D+ep
e)),)=Pr(E ). So we have

R(Dyy= 96(p1+91P2P3P4+9192P3Pa+q,q3paps) +
Pelgs(P1+91P2P3P4+919203P4 1+ 5],

4.3 The DPR Problem on Ring of Tree Topology
with Replicated Data Files and Replicated
Programs

In this case, we consider that two or more the same data
files and programs can exist in the ring of tree topology.
We can’t simply cut the topology into two parts as
shown in section 3 for DPR analysis. The computation
complexity for this case is very difficult to obtain. In
fact, we will show the DPR analysis of this case,
replicated data files and programs, of ring of tree
topology is NP-hard. We use the strategy, transform
known NP-hard problem to our reliability problem, to
prove DPR problem is NP-hard [10-14].

We first state some NP-hard problems as follows.
Theorem 3. Computing DPR for a DCS with a star
topology even with each [FA;|=2 is NP-hard.

Proof. See reference [8,9].

Theorem 4. Computing DPR for a DCS with a star
topology even when there are only two copies of each
file is NP-hard .

Proof. See reference [8,9].

Theorem 5. Computing DPR for a DCS with a tree
topology is NP-hard.

Proof. See reference [8,9].

Now, We use the results of Theorem 3, Theorem 4, and
Theorem 5 to prove the DPR problem on ring of tree
topology is NP-hard.

Theorem 6: Computing DPR for a DCS with a ring of
trees topology even with one level of tree is NP-hard.
Proof. Give a DCS graph D=(V, E, H) where V={s, v},
v2, ..., vp} and E={(s, v;) | 1< i < n} with a star topology.
We construct a DCS graph D'=(V, E', H) from graph D.
where

E={(ss, )AG,.5) | 1€ jsn-Buf(s,.v) |1<j<n}

and let V'={vy},v2, .., v} U{(s]| 1<j<n}

It is easy to see that D' is a ring of tree topology with one
level of tree. If we assume all added edges, {(s]., 5. ,) and
(sn,51) | 1< <n}, of D be perfect reliability , then
we have R(Dy)=R(D'y) for any given HCH. By
Theorem 3 and 4, computing DPR over a DCS with a
star topology is NP-hard, thus, computing DPR over a
DCS with a ring of tree topology with one level of tree is
also NP-hard. O

Theorem 7: Computing DPR for a DCS with a ring of
tree topology, in general, is NP-hard.

Proof. By Theorem 6, we can see that DPR problem for
a DCS with a ring of tree topology even with one level
of tree is NP-hard. With the same approach stated in
Theorem 6, we construct a ring of tree topology with a



tree topology. By Theorem 5, computing DPR over a
DCS with a tree topology is NP-hard, thus, computing
DPR over a DCS with a ring of tree topology is also NP-
hard. O

4.4 An algorithm for computing DPR on a ring
of tree topology

In section 4.3 we have shown that computing DPR for a
DCS with a ring of tree topology is NP-hard. Now we
propose an algorithm, FREA (Fast Reliability Evaluation
Algorithm), to compute the DPR on a ring of tree
topology. FREA is an algorithm for the reliability
evaluation of a DCS with perfect nodes. The FREA
algorithm is based on the generalized factoring theorem
with employing several reliability-preserving reductions
to reduce the size of computed graphs and to simplify the
reliability computation.

4.4.1 The Generalized Factoring Theorem

The factoring theorem of network reliability is the basis
for a class of algorithms for computing K-terminal
reliability [15]. This theorem consists of picking an edge
of the graph and decomposing the original problem with
respect to the two possible states of the edge:

R(DH)=peR(Dy | e working)+q R(Dpy | e failed) (Eq.2)
which, for an undirected graph with perfect nodes, can
be written

R(DR)=peR(Dprte)+qeR(DH-€) (Eq. 3)
Thus, equation (Eq.3) can be generalized in the
following manner.

R(DH)=pe; R(IDH*e1)qe; Pey R(DH-e+e2) ...

+qey qey --dey. ey RIDH-e]-€2 -..-ed.] +ed)

, where {e] , e2, ..., eg} is the set of edges incident to
the nodes containing the programs being executed.

Equation (Eq. 4) can be recursively applied to the
induced graph until either 1) the further induced graph
with a node contains all data files needed for the
programs to be executed, or 2) the further induced graph
contains no FSTs. The induced graph of the former case
represents success (reliability=1); the latter case
represents failure (reliability=0). Since the subgraphs
generated using equation (Eq. 4) will be completely
disjoint, no duplicated subgraphs will be generated
during the expansion of the computation tree.

4.4.2 Basic Reduction Methods

In order to reduce the size of graph D and therefore
reduce the state space of the associated reliability
problem, reliability-preserving reductions can be applied.
Some reductions are designed and developed to speed up
the reliability evaluation. We use four kinds of reduction
method in this algorithm that are degree-1 reduction,
parallel reduction, series reduction, and degree-2
reduction. These reduction methods are described in
section 3.3.

4.4.3 FREA Algorithm

FREA uses equation (Eq. 4) and the basic reliability-
preserving reductions discussed in section 3.3 to
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compute the reliability of DCS. The complete FREA
algorithm is stated below.

Algorithm FREA(D, H)

Input

D=(V, E, F): the DCS graph D with node set E, edge set ¥ and
file distribution

H: the set of needed files to be connected

Output:

R(Dpp: the distributed program reliability

begin

Step 1: The checking step

if there exists one node x; such that FA; 2 H then return (1)

endif
if there are no FSTsin D then return (0) endif
Step 2: The reduction step for D
repeat
Perform degree-1, parallel, series, and degree-2 reductions
Until no reductions can be made
Step 3: The formulating step for equation (Eq. 4)

D '<— the new graph after the above reduction

D34¢=D24¢—D’ /* D3 and D2 are temporary variables for
graph D’ */
Re-0 /* set reliability to 0 */

C<—1 /* the constant terms in equation (Eq. 4) ¥/
for all e; € the set of edges incident on the nodes
containing the executing programs do
CeCrpg
R < R+C*FREA(D3+e; , H)
CCqq;
D2 < D3 -e;

D3 *the new graph after delet&éqrr@evam
components from D2
if there are no FSTs in D3 then return(R) endif
repeat
return(R)
end FREA

Example 6: Consider the distributed computing system
in Fig. 9. Using FREA to evaluate the reliability of
program P1, which need data files F|, Fp, and F3 for its
execution, we generate the subgraphs shown in Figure
10. vy Vs
FA={P\,F3} [] FAs={P;, F.}

FA7=(Fi, F, Fs} L3 v
FAs={P\, P;, F\, F2, Fs}
Figure 9 An example for FREA to evaluate DPR

The DPR of program P1 can be computed as follows:

DPR,=pe #(Pe #Pey™ Pey#Ger#Penrt QertPessPerz
Qe1#Pe3*Qe12#Pes™ e1#Ge3*Pers) + QeaxPeio

Pe1o =(1-( (1- Pey#Pey)* Qe3)) #Per#Pe

Pet1 = (1- Ge2%Qe3 ) #Pes 7
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FA={P\, P3, F|, F3, Fy, F4}

' 10 10
7 Reduce Dv7 Dv8 —> 2
Degree-1 reduce 10=((1*2)[3)*7*8
1
4 7 3
278
Legend: ~ 1
* series reduction FA=(P\, F\, Fy, F3}
| parallel reduction s@ 7 all
@ the node including the 0} 7@
executing programs s @ < 11 gl Reduce
e edge e is merged FA=(P. P. F\ F F. F le 7 11=(2|3)*8 T
< edge e is deleted (P Po, Fi B, B B
s success
FA={Py, F\, F, Fs}
8 @ I ngs
<2 3
'@ . «— ‘\3 12% Reduce
FA={Py, Py, Fy, Fa, F3, Fa} 12 / )
Py 12=2%7

S@ e 20—
FA;={P|, P;, Fl, Fz, F;, F4) 13:12*8

Pe12 = Pey#Pe? Pe13 = Pe12#Pes
We substitute Peig, Pert» Peizs and pas to DPR; Then

Reduce DBO\BD

Figure 10. The subgraphs generated by FREA applied to Figure 9

Trans. Software Eng., Vol. SE-12, No-1, pp.42-50, Jan.
1986.

DPR, is [5] S. Hariri and C.S. Raghavendra, "SYREL: A Symbolic
DPR,= +Pe #Qe7%( 1-Qezxea) Reliability Algorithm based on Path and Cutset
1=Peg# (Pey#Per*Pey ¥Gere(1-Gezees)Pes Methods", USC Tech. Rep., 1984.
+Qe1#Pe3*Pey*PertGer#Pesk (] -Pey*Per)*Pest Ge14des* [6] A. Kumar, S. Rai and D.P. Agrawal, "Reliability
) + Qeak(1-( (1- Pe;*Pe,)* Qe3)) *Per#D Evaluation Algorithms for Distributed Systems", in
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